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Abstr act

The Real Tine Streaning Protocol, or RTSP, is an application-I|eve
protocol for control over the delivery of data with real-tine
properties. RTSP provides an extensible framework to enabl e
controll ed, on-denand delivery of real-tinme data, such as audio and
vi deo. Sources of data can include both |live data feeds and stored
clips. This protocol is intended to control multiple data delivery
sessions, provide a neans for choosing delivery channels such as UDP
mul ti cast UDP and TCP, and provide a nmeans for choosing delivery
mechani snms based upon RTP (RFC 1889).
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1 Introduction
1.1 Purpose

The Real -Tine Stream ng Protocol (RTSP) establishes and controls
either a single or several time-synchronized streans of continuous
medi a such as audio and video. It does not typically deliver the
continuous streams itself, although interleaving of the continuous
nmedia streamwi th the control streamis possible (see Section 10.12).
In other words, RTSP acts as a "network renote control" for

mul ti medi a servers

The set of streans to be controlled is defined by a presentation
description. This nmenorandum does not define a format for a
presentati on description.

There is no notion of an RTSP connection; instead, a server naintains
a session |labeled by an identifier. An RTSP session is in no way tied
to a transport-1level connection such as a TCP connection. During an
RTSP session, an RTSP client nay open and close nmany reliable
transport connections to the server to issue RTSP requests.
Alternatively, it may use a connectionl ess transport protocol such as
UDP.

The streans controlled by RTSP may use RTP [1], but the operation of
RTSP does not depend on the transport nechanismused to carry
continuous nmedia. The protocol is intentionally simlar in syntax
and operation to HITP/1.1 [2] so that extension nechanisns to HITP
can in nost cases al so be added to RTSP. However, RTSP differs in a
nunber of inportant aspects from HTTP:

* RTSP introduces a nunber of new nethods and has a different
protocol identifier.

* An RTSP server needs to maintain state by default in al nost al
cases, as opposed to the statel ess nature of HITP.
Both an RTSP server and client can issue requests.
Data is carried out-of-band by a different protocol. (There is an
exception to this.)

* RTSP is defined to use |1 SO 10646 (UTF-8) rather than | SO 8859-1
consistent with current HTML internationalization efforts [3].

* The Request-URl always contains the absolute URI. Because of
backward conpatibility with a historical blunder, HTTP/ 1.1 [ 2]
carries only the absolute path in the request and puts the host
nane in a separate header field.

This makes "virtual hosting" easier, where a single host with one
| P address hosts several docunent trees.
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The protocol supports the follow ng operations:

Retrieval of nmedia from nedia server
The client can request a presentation description via HITP or
some other nmethod. If the presentation is being nulticast, the
presentation description contains the nulticast addresses and
ports to be used for the continuous nedia. If the presentation
is to be sent only to the client via unicast, the client
provides the destination for security reasons.

Invitation of a nedia server to a conference
A nedi a server can be "invited" to join an existing
conference, either to play back nmedia into the presentation or
to record all or a subset of the nedia in a presentation. This
node is useful for distributed teaching applications. Severa
parties in the conference may take turns "pushing the renote
control buttons.”

Addition of nmedia to an existing presentation:
Particularly for live presentations, it is useful if the
server can tell the client about additional media beconing
avail abl e.

RTSP requests nmay be handl ed by proxies, tunnels and caches as in
HTTP/ 1.1 [2].

1.2 Requirenents

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [4].

1.3 Term nol ogy

Some of the term nol ogy has been adopted fromHITP/ 1.1 [2]. Ternms not
listed here are defined as in HTTP/ 1. 1.

Aggregate control
The control of the nultiple streans using a single tineline by
the server. For audio/video feeds, this neans that the client
may issue a single play or pause nessage to control both the
audi o and vi deo feeds.

Conf er ence:

a nultiparty, nultimedia presentation, where "nulti" inplies
greater than or equal to one.
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Client:
The client requests continuous nmedia data fromthe nmedi a
server.

Connecti on:
A transport layer virtual circuit established between two
prograns for the purpose of comunication.

Cont ai ner file:
A file which may contain nmultiple nmedia streans which often
conprise a presentation when played together. RTSP servers may
of fer aggregate control on these files, though the concept of
a container file is not enbedded in the protocol

Cont i nuous nedi a:
Data where there is a tinmng rel ationship between source and
sink; that is, the sink nmust reproduce the timng relationship
that existed at the source. The nbst common exanpl es of
continuous nedia are audi o and notion video. Continuous nedi a
can be real-tine (interactive), where there is a "tight"
timng relationship between source and sink, or streaning
(pl ayback), where the relationship is less strict.

Entity:
The information transferred as the payl oad of a request or
response. An entity consists of netainformation in the form of
entity-header fields and content in the formof an entity-
body, as described in Section 8.

Media initialization
Dat at ype/ codec specific initialization. This includes such
things as clockrates, color tables, etc. Any transport-
i ndependent information which is required by a client for
pl ayback of a media streamoccurs in the nedia initialization
phase of stream setup.

Medi a paraneter:
Paraneter specific to a nedia type that may be changed before
or during stream pl ayback

Medi a server:
The server providing playback or recording services for one or
nore media streans. Different nmedia streanms within a
presentation may originate fromdifferent nedia servers. A
nmedi a server may reside on the same or a different host as the
web server the presentation is invoked from
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Medi a server indirection:
Redirection of a nedia client to a different nedia server

(Medi a) stream
A single nedia instance, e.g., an audio streamor a video
streamas well as a single whiteboard or shared application
group. Wen using RTP, a stream consists of all RTP and RTCP
packets created by a source within an RTP session. This is
equi valent to the definition of a DSM CC strean([5]).

Message
The basic unit of RTSP conmunication, consisting of a
structured sequence of octets matching the syntax defined in
Section 15 and transnitted via a connection or a
connecti onl ess protocol

Parti ci pant:
Menber of a conference. A participant nmay be a nachine, e.g.
a media record or playback server.

Present ati on:
A set of one or nore streanms presented to the client as a
compl ete nedia feed, using a presentation description as
defined below. In nost cases in the RTSP context, this inplies
aggregate control of those streans, but does not have to.

Presentation description:
A presentation description contains information about one or
nmore nmedia streams within a presentation, such as the set of
encodi ngs, network addresses and infornmation about the
content. Oher |ETF protocols such as SDP (RFC 2327 [6]) use
the term"session" for a live presentati on. The presentation
description nmay take several different formats, including but
not limted to the session description format SDP

Response:
An RTSP response. |f an HITP response is neant, that is
i ndicated explicitly.

Request :
An RTSP request. If an HITP request is neant, that is
i ndicated explicitly.

RTSP sessi on:
A conplete RTSP "transaction", e.dg., the viewing of a novie.
A session typically consists of a client setting up a
transport mechani smfor the continuous nmedia stream ( SETUP)
starting the streamw th PLAY or RECORD, and closing the
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stream wi th TEARDOWN.

Transport initialization:
The negotiation of transport information (e.g., port nunbers,
transport protocols) between the client and the server

1.4 Protocol Properties
RTSP has the followi ng properties:

Ext endabl e:
New net hods and paraneters can be easily added to RTSP

Easy to parse:
RTSP can be parsed by standard HTTP or M ME parsers.

Secur e:
RTSP re-uses web security nechanisns. Al HITP authentication
mechani snms such as basic (RFC 2068 [2, Section 11.1]) and
di gest authentication (RFC 2069 [8]) are directly applicable.
One nay al so reuse transport or network | ayer security
nmechani sms.

Transport -i ndependent :
RTSP may use either an unreliabl e datagram protocol (UDP) (RFC
768 [9]), a reliable datagram protocol (RDP, RFC 1151, not
wi dely used [10]) or a reliable stream protocol such as TCP
(RFC 793 [11]) as it inplements application-level reliability.

Mul ti-server capabl e:
Each nedia streamwithin a presentation can reside on a
different server. The client autonatically establishes severa
concurrent control sessions with the different nmedia servers.
Medi a synchroni zation is perforned at the transport |evel

Control of recording devices:
The protocol can control both recordi ng and pl ayback devi ces,
as well as devices that can alternate between the two nodes
(IIVCRI).

Separation of streamcontrol and conference initiation
Stream control is divorced frominviting a nedia server to a
conference. The only requirenent is that the conference
initiation protocol either provides or can be used to create a
uni que conference identifier. In particular, SIP [12] or H 323
[13] may be used to invite a server to a conference.
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Sui tabl e for professional applications:
RTSP supports frame-1evel accuracy through SMPTE tine stanps
to allow renote digital editing.

Present ati on description neutral
The protocol does not inpose a particular presentation
description or netafile format and can convey the type of
format to be used. However, the presentation description nust
contain at |east one RTSP URI

Proxy and firewall friendly:
The protocol should be readily handl ed by both application and
transport-layer (SOCKS [14]) firewalls. Afirewall may need to
understand the SETUP net hod to open a "hole" for the UDP nedia
stream

HTTP-friendly:
Where sensi bl e, RTSP reuses HTTP concepts, so that the
existing infrastructure can be reused. This infrastructure
includes PICS (Platformfor Internet Content Selection
[15,16]) for associating |labels with content. However, RTSP
does not just add nmethods to HTTP since the controlling
continuous nmedia requires server state in nost cases.

Appropriate server control
If aclient can start a stream it nust be able to stop a
stream Servers should not start streanming to clients in such
a way that clients cannot stop the stream

Transport negotiation:
The client can negotiate the transport nmethod prior to
actually needing to process a continuous nedia stream

Capability negotiation
If basic features are disabled, there nust be some cl ean
mechani smfor the client to determ ne which nethods are not
going to be inplenented. This allows clients to present the
appropriate user interface. For exanple, if seeking is not
al | omed, the user interface nust be able to disallow noving a
sliding position indicator.

An earlier requirement in RTSP was nulti-client capability.
However, it was deternined that a better approach was to nake sure
that the protocol is easily extensible to the nmulti-client
scenario. Streamidentifiers can be used by several contro
streams, so that "passing the renote" would be possible. The

prot ocol would not address how several clients negotiate access;
this is left to either a "social protocol"” or sone other floor
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control nechani sm
1.5 Extendi ng RTSP

Since not all nedia servers have the same functionality, media
servers by necessity will support different sets of requests. For
exanpl e:

* A server may only be capable of playback thus has no need to
support the RECORD request.

* A server may not be capable of seeking (absolute positioning) if
it is to support live events only.

* Some servers may not support setting stream paraneters and thus
not support GET_PARAMETER and SET_ PARAMETER

A server SHOULD i npl enment all header fields described in Section 12.

It is up to the creators of presentation descriptions not to ask the
i mpossi ble of a server. This situation is simlar in HTTP/ 1.1 [2],
where the nmethods described in [H19.6] are not likely to be supported
across all servers.

RTSP can be extended in three ways, listed here in order of the
magni t ude of changes support ed:

* Exi sting nethods can be extended with new paraneters, as |ong as
these paraneters can be safely ignored by the recipient. (This is
equi val ent to adding new paraneters to an HTM. tag.) If the
client needs negative acknow edgenent when a nmethod extension is
not supported, a tag corresponding to the extension nay be added
in the Require: field (see Section 12.32).

* New net hods can be added. |If the recipient of the nmessage does
not understand the request, it responds with error code 501 (Not
i mpl ement ed) and the sender should not attenpt to use this method
again. Aclient may al so use the OPTIONS nethod to inquire about
nmet hods supported by the server. The server SHOULD list the
met hods it supports using the Public response header

* A new version of the protocol can be defined, allow ng al nost al
aspects (except the position of the protocol version number) to
change.

1.6 Overall Operation

Each presentati on and nedia stream nmay be identified by an RTSP URL.
The overall presentation and the properties of the nmedia the
presentation is made up of are defined by a presentation description
file, the format of which is outside the scope of this specification
The presentation description file may be obtained by the client using
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HTTP or other neans such as enmil and nmay not necessarily be stored
on the nedia server

For the purposes of this specification, a presentation descriptionis
assuned to describe one or nore presentations, each of which

mai ntains a comon tinme axis. For sinplicity of exposition and

wi thout |oss of generality, it is assuned that the presentation
description contains exactly one such presentation. A presentation
may contain several nedia streans.

The presentation description file contains a description of the nmedia
streans nmaking up the presentation, including their encodings,

| anguage, and ot her paraneters that enable the client to choose the
nost appropriate conbination of nedia. In this presentation
description, each nmedia streamthat is individually controllable by
RTSP is identified by an RTSP URL, which points to the nedia server
handl i ng that particul ar nedia stream and nanes the stream stored on
that server. Several nedia streanms can be |ocated on different
servers; for exanple, audio and video streans can be split across
servers for |oad sharing. The description also enunerates which
transport nmethods the server is capable of.

Besi des the nedi a paraneters, the network destination address and
port need to be determ ned. Several nobdes of operation can be
di sti ngui shed:

Uni cast:
The nmedia is transmitted to the source of the RTSP request,
with the port nunber chosen by the client. Alternatively, the
nedia is transnitted on the sanme reliable streamas RTSP

Mul ticast, server chooses address:
The medi a server picks the nulticast address and port. This is
the typical case for a live or near-nedi a- on- demand
transm ssi on.

Mul ticast, client chooses address:
If the server is to participate in an existing nulticast
conference, the nulticast address, port and encryption key are
gi ven by the conference description, established by nmeans
out side the scope of this specification

1.7 RTSP States
RTSP controls a stream which nmay be sent via a separate protocol
i ndependent of the control channel. For exanple, RTSP control may

occur on a TCP connection while the data flows via UDP. Thus, data
delivery continues even if no RTSP requests are received by the nedia
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server. Also, during its lifetine, a single nedia stream nay be
controlled by RTSP requests issued sequentially on different TCP
connections. Therefore, the server needs to nmmintain "session state"
to be able to correlate RTSP requests with a stream The state
transitions are described in Section A

Many nethods in RTSP do not contribute to state. However, the
following play a central role in defining the allocation and usage of
stream resources on the server: SETUP, PLAY, RECORD, PAUSE, and
TEARDOMN

SETUP;
Causes the server to allocate resources for a stream and start
an RTSP sessi on.

PLAY and RECORD:
Starts data transm ssion on a stream al |l ocated via SETUP.

PAUSE:
Tenporarily halts a streamwi thout freeing server resources.

TEARDOMN
Frees resources associated wwth the stream The RTSP session
ceases to exi st on the server.

RTSP net hods that contribute to state use the Session header
field (Section 12.37) to identify the RTSP session whose state
i s being mani pul ated. The server generates session identifiers
in response to SETUP requests (Section 10.4).

1.8 Relationship with G her Protocols

RTSP has sone overlap in functionality with HTTP. It al so may
interact with HTTP in that the initial contact with streani ng content
is often to be nade through a web page. The current protoco
specification ainms to allow di fferent hand-off points between a web
server and the nedia server inplenenting RTSP. For exanple, the
presentation description can be retrieved using HTTP or RTSP, which
reduces roundtrips in web-browser-based scenarios, yet also allows
for standal one RTSP servers and clients which do not rely on HITP at
all.

However, RTSP differs fundanmentally fromHTTP in that data delivery
takes place out-of-band in a different protocol. HITP is an
asymmetric protocol where the client issues requests and the server
responds. In RTSP, both the nedia client and nedia server can issue
requests. RTSP requests are also not statel ess; they may set
paraneters and continue to control a nedia streamlong after the
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request has been acknow edged.

Re-using HTTP functionality has advantages in at |east two areas,
nanely security and proxies. The requirenents are very simlar, so
having the ability to adopt HITP work on caches, proxies and

aut hentication is val uabl e.

Wiile nost real-tinme nedia will use RTP as a transport protocol, RTSP
is not tied to RTP

RTSP assumes the existence of a presentation description format that
can express both static and tenporal properties of a presentation
contai ning several nedia streans.

2 Not ati onal Conventions

Since many of the definitions and syntax are identical to HTTP/ 1.1,
this specification only points to the section where they are defined
rather than copying it. For brevity, [HX Y] is to be taken to refer
to Section X. Y of the current HTTP/1.1 specification (RFC 2068 [2]).

Al'l the nechanisns specified in this docunment are described in both
prose and an augmented Backus-Naur form (BNF) similar to that used in
[H2.1]. It is described in detail in RFC 2234 [17], with the
difference that this RTSP specification naintains the "1#" notation
for conma-separated |ists.

In this neno, we use indented and smaller-type paragraphs to provide
background and notivation. This is intended to give readers who were
not involved with the fornulation of the specification an
under st andi ng of why things are the way that they are in RTSP

3 Protocol Paraneters

3.1 RTSP Version
[H3.1] applies, with HTTP repl aced by RTSP

3.2 RTSP URL
The "rtsp" and "rtspu” schenes are used to refer to network resources

via the RTSP protocol. This section defines the schene-specific
syntax and senmantics for RTSP URLs

rtsp_URL = ( "rtsp:" | "rtspu:" )
"/1" host [ ":" port ] [ abs_path ]
host = <A legal Internet host domain nane of |P address

(in dotted decinmal form, as defined by Section 2.1
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of RFC 1123 \cite{rfc1123}>
port = *DIAT

abs path is defined in [H3.2.1].

Note that fragnment and query identifiers do not have a well-defined
meaning at this tinme, with the interpretation left to the RTSP
server.

The schene rtsp requires that conmands are issued via a reliable
protocol (within the Internet, TCP), while the schene rtspu identifies
an unreliable protocol (within the Internet, UDP)

If the port is enpty or not given, port 554 is assumed. The semantics
are that the identified resource can be controlled by RTSP at the
server listening for TCP (schene "rtsp") connections or UDP (schemne
"rtspu") packets on that port of host, and the Request-URI for the
resource is rtsp_ URL.

The use of I P addresses in URLs SHOULD be avoi ded whenever possible
(see RFC 1924 [19]).

A presentation or a streamis identified by a textual nedia
identifier, using the character set and escape conventions [H3.2] of
URLs (RFC 1738 [20]). URLs may refer to a stream or an aggregate of
streans, i.e., a presentation. Accordingly, requests described in
Section 10 can apply to either the whole presentation or an individua
streamw thin the presentation. Note that some request nethods can
only be applied to streanms, not presentations and vice versa.

For exanple, the RTSP URL:
rtsp:// medi a. exanpl e. com 554/t wi st er/ audi ot r ack

identifies the audio streamwithin the presentation "tw ster”, which
can be controlled via RTSP requests issued over a TCP connection to
port 554 of host nedia. exanpl e.com

Al so, the RTSP URL:
rtsp:// nmedia. exanpl e. com 554/t wi ster

identifies the presentation "twi ster"”, which may be conposed of
audi o and vi deo streans.

This does not inply a standard way to reference streans in URLS.
The presentation description defines the hierarchical relationships
in the presentation and the URLs for the individual streans. A
presentation description may nane a stream "a.nov" and the whol e
presentation "b. nov".
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The path conponents of the RTSP URL are opaque to the client and do
not inply any particular file systemstructure for the server

This decoupling also allows presentation descriptions to be used
wi th non-RTSP nedi a control protocols sinmply by replacing the
schene in the URL.

3.3 Conference ldentifiers

Conference identifiers are opaque to RTSP and are encoded using
standard URI encoding nethods (i.e., LWs is escaped with % . They can
contain any octet value. The conference identifier MJIST be globally
uni que. For H. 323, the conferencel D value is to be used.

conference-id = 1*xchar

Conference identifiers are used to all ow RTSP sessions to obtain
paraneters fromnultimedia conferences the nedia server is
participating in. These conferences are created by protocols

out side the scope of this specification, e.g., H 323 [13] or SIP
[12]. Instead of the RTSP client explicitly providing transport
information, for exanple, it asks the nedia server to use the
val ues in the conference description instead.

3.4 Session ldentifiers

Session identifiers are opaque strings of arbitrary |length. Linear
white space nust be URL-escaped. A session identifier MJST be chosen
randonmly and MJST be at |east eight octets long to nake guessing it
nore difficult. (See Section 16.)

session-id = 1*( ALPHA | DIA T | safe )
3.5 SMPTE Rel ative Ti nmest anps

A SMPTE rel ative tinestanp expresses tinme relative to the start of
the clip. Relative tinestanps are expressed as SMPTE tine codes for
frane-l evel access accuracy. The tinme code has the fornat

hour s: mi nut es: seconds: franes. subframes, with the origin at the start
of the clip. The default snpte format is "SMPTE 30 drop" format, with
frane rate is 29.97 frames per second. O her SMPTE codes MAY be
supported (such as "SMPTE 25") through the use of alternative use of
"snpte tine". For the "franes" field in the tine value can assune

the values 0 through 29. The difference between 30 and 29.97 franes
per second is handled by dropping the first two frame indices (val ues
00 and 01) of every minute, except every tenth mnute. If the frame
value is zero, it may be omtted. Subfranes are neasured in

one- hundredth of a frane.
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snpte-range = snpte-type "=" snpte-tinme "-" [ snpte-tine ]
snpte-type = "smpte" | "snpte-30-drop" | "snpte-25"
; other tinmecodes may be added
snpte-time = 1*2DIGT ":" 1*2DIGT ":" 1*2DIGAT [ ":" 1*2DIGA T ]
[ "." 1*2DIG T ]
Exanpl es:

snpt e=10: 12: 33: 20-

snpt e=10: 07: 33-

snpt e=10: 07: 00- 10: 07: 33: 05. 01
snpt e- 25=10: 07: 00- 10: 07: 33: 05. 01

3.6 Nornmal Play Tinme

Normal play time (NPT) indicates the stream absolute position
relative to the beginning of the presentation. The tinmestanp consists
of a decimal fraction. The part left of the decinal nmay be expressed
in either seconds or hours, mnutes, and seconds. The part right of
the deci mal point neasures fractions of a second.

The begi nning of a presentation corresponds to 0.0 seconds. Negative
val ues are not defined. The special constant now is defined as the
current instant of a live event. It may be used only for |live events.

NPT is defined as in DSMCC. "Intuitively, NPT is the clock the

vi ewer associates with a program It is often digitally displayed on
a VCR. NPT advances normally when in normal play node (scale = 1),
advances at a faster rate when in fast scan forward (high positive
scale ratio), decrenents when in scan reverse (high negative scale
ratio) and is fixed in pause node. NPT is (logically) equivalent to
SMPTE tinme codes." [5]

npt - range = ( npt-time "-" [ npt-tine ] ) | ( "-" npt-tine)
npt-time = "now' | npt-sec | npt-hhmss

npt - sec = 1*DGEAT][ "." *DAT]

npt - hhnmmss = npt-hh ":" npt-nm":" npt-ss [ "." *DIAT ]

npt - hh = 1*DAdT ; any positive nunber

npt - nm = 1*2DIA T ; 0-59

npt - ss = 1*2DIA T ; 0-59

Exanpl es:

npt =123. 45- 125
npt =12: 05: 35. 3-
npt =now

The syntax confornms to | SO 8601. The npt-sec notation is optinized

for automatic generation, the ntp-hhmss notation for consunption
by hunman readers. The "now' constant allows clients to request to
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receive the live feed rather than the stored or tine-del ayed
version. This is needed since neither absolute tinme nor zero tine
are appropriate for this case.

3.7 Absolute Tine

Absolute tine is expressed as | SO 8601 tinestanps, using UTC (GWI).
Fractions of a second nmay be indi cat ed.

ut c-range = "clock”™ "=" utc-time "-" [ utc-time ]

utc-tinme = utc-date "T" utc-time "Z"

ut c-date = 8DIAT ;< YYYYMVDD >
utc-tinme = 6DIAT [ "." fraction ] ; < HHWVBS. fraction >

Exanpl e for Novenber 8, 1996 at 14h37 and 20 and a quarter seconds
urc

19961108T143720. 25Z
3.8 Option Tags
Option tags are unique identifiers used to designate new options in
RTSP. These tags are used in Require (Section 12.32) and Proxy-
Require (Section 12.27) header fields.

Synt ax:

option-tag 1*xchar

The creator of a new RTSP option should either prefix the option with
a reverse donain nane (e.g., "comfoo.nynewfeature" is an apt nane
for a feature whose inventor can be reached at "foo.conl'), or
register the new option with the Internet Assigned Nunbers Authority
(1 ANA) .

3.8.1 Registering New Option Tags with | ANA

When registering a new RTSP option, the follow ng information should
be provi ded:

* Name and description of option. The nane may be of any |ength,
but SHOULD be no nore than twenty characters |ong. The nane MJST
not contain any spaces, control characters or periods.

* | ndication of who has change control over the option (for
exanmple, IETF, 1SO |ITU T, other international standardization
bodi es, a consortiumor a particular conpany or group of
conpani es) ;
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* Areference to a further description, if available, for exanple
(in order of preference) an RFC, a published paper, a patent
filing, a technical report, docunented source code or a conputer
manual

* For proprietary options, contact information (postal and emai
addr ess) ;

4 RTSP Message

RTSP is a text-based protocol and uses the |1 SO 10646 character set in
UTF-8 encoding (RFC 2279 [21]). Lines are term nated by CRLF, but
recei vers should be prepared to also interpret CR and LF by

t hemsel ves as line term nators.

Text - based protocols nake it easier to add optional parameters in a
sel f-descri bing manner. Since the nunber of paraneters and the
frequency of commands is |ow, processing efficiency is not a
concern. Text-based protocols, if done carefully, also allow easy

i mpl enentati on of research prototypes in scripting |anguages such
as Tcl, Visual Basic and Perl

The 10646 character set avoids tricky character set sw tching, but
is invisible to the application as long as US-ASCI| is being used.
This is also the encoding used for RTCP. |SO 8859-1 transl ates
directly into Unicode with a high-order octet of zero. |SO 8859-1
characters with the nost-significant bit set are represented as
1100001x 10xxxxxX. (See RFC 2279 [21])

RTSP nessages can be carried over any |ower-|ayer transport protoco
that is 8-bit clean.

Requests contain nethods, the object the nmethod is operating upon and
paranmeters to further describe the nethod. Methods are idenpotent,
unl ess otherw se noted. Methods are al so designed to require little
or no state mmintenance at the media server

4.1 Message Types
See [H4. 1]

4.2 Message Headers
See [ H4. 2]

4.3 Message Body

See [H4. 3]
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4.4 Message Length

When a nessage body is included with a nmessage, the length of that
body is determi ned by one of the following (in order of precedence):

1. Any response nessage whi ch MUST NOT include a nessage body
(such as the 1xx, 204, and 304 responses) is always term nated
by the first enpty line after the header fields, regardl ess of
the entity-header fields present in the message. (Note: An
enpty line consists of only CRLF.)

2. If a Content-Length header field (section 12.14) is present,
its value in bytes represents the | ength of the nmessage-body.
If this header field is not present, a value of zero is
assuned.

3. By the server closing the connection. (C osing the connection
cannot be used to indicate the end of a request body, since
that would | eave no possibility for the server to send back a
response.)

Not e that RTSP does not (at present) support the HTTP/1.1 "chunked"
transfer coding(see [H3.6]) and requires the presence of the
Cont ent - Lengt h header field.

G ven the noderate | ength of presentation descriptions returned,
the server should always be able to deternmine its length, even if
it is generated dynam cally, making the chunked transfer encodi ng
unnecessary. Even though Content-Length nust be present if there is
any entity body, the rul es ensure reasonabl e behavior even if the
length is not given explicitly.

5 CGeneral Header Fields

See [H4.5], except that Pragma, Transfer-Encoding and Upgrade headers
are not defined:

Cache- Contr ol ; Section 12.8
Connecti on Section 12.10
Dat e Section 12.18
Vi a Section 12.43

gener al - header

6 Request

A request nessage froma client to a server or vice versa includes,
within the first line of that nmessage, the nmethod to be applied to
the resource, the identifier of the resource, and the protoco
version in use
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Request = Request - Li ne ; Section 6.1
*( gener al - header ; Section 5
| request - header ; Section 6.2
| entity-header ) ; Section 8.1
CRLF
[ nessage- body ] ; Section 4.3
6.1 Request Line
Request - Li ne = Method SP Request-URI SP RTSP- Version CRLF
Met hod = " DESCRI BE" ; Section 10.2
| " ANNOUNCE" ; Section 10.3
| " GET_PARAMETER" ; Section 10.8
| " OPTI ONS" ; Section 10.1
| " PAUSE" ; Section 10.6
| " PLAY" ; Section 10.5
| " RECORD" ; Section 10.11
| " REDI RECT" ; Section 10.10
| " SETUP" ; Section 10.4
| " SET_PARAMETER" ; Section 10.9
| " TEARDOMN' ; Section 10.7
| ext ensi on- et hod
ext ensi on-net hod = t oken
Request-URI = "*" | absol ute_URI
RTSP-Version = "RTSP" "/" 1*DIGAT "." 1*DIA T
6.2 Request Header Fields
request - header = Accept ; Section 12.

Accept - Encodi ng
Accept - Language
Aut hori zati on

; 1
; Section 12.2
; Section 12.3
; Section 12.5

From ; Section 12.20

|
|
|
| | f-Modified-Since Section 12.23
| Range Section 12.29
| Ref er er Section 12. 30
| User - Agent Section 12.41

Note that in contrast to HTTP/1.1 [2], RTSP requests always contain
the absolute URL (that is, including the schene, host and port)
rat her than just the absol ute path.
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HTTP/ 1.1 requires servers to understand the absolute URL, but
clients are supposed to use the Host request header. This is purely
needed for backward-conpatibility with HTTP/1.0 servers, a

consi deration that does not apply to RTSP

The asterisk "*" in the Request-URl neans that the request does not
apply to a particular resource, but to the server itself, and is only
al | oned when the nethod used does not necessarily apply to a
resource. One exanple would be

OPTIONS * RTSP/ 1.0
7 Response
[HB] applies except that HTTP-Version is replaced by RTSP-Version
Al so, RTSP defines additional status codes and does not define sone
HTTP codes. The valid response codes and the nethods they can be used
with are defined in Table 1.

After receiving and interpreting a request nessage, the recipient
responds with an RTSP response nessage.

Response = St at us- Li ne ; Section 7.1
*( gener al - header ; Section 5
| response- header ; Section 7.1.2
| entity-header ) ; Section 8.1
CRLF
[ nessage- body ] ; Section 4.3

7.1 Status-Line

The first line of a Response nessage is the Status-Line, consisting
of the protocol version followed by a nuneric status code, and the
textual phrase associated with the status code, with each el enent
separated by SP characters. No CR or LF is allowed except in the
final CRLF sequence

Status-Line = RTSP- Ver si on SP St at us- Code SP Reason- Phrase CRLF
7.1.1 Status Code and Reason Phrase

The Status-Code elenent is a 3-digit integer result code of the
attenpt to understand and satisfy the request. These codes are fully
defined in Section 11. The Reason-Phrase is intended to give a short
textual description of the Status-Code. The Status-Code is intended
for use by automata and the Reason-Phrase is intended for the human
user. The client is not required to exam ne or display the Reason-
Phr ase.
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The first digit of the Status-Code defines the class of response. The
last two digits do not have any categorization role. There are 5
values for the first digit:

1xx: Informational - Request received, continuing process

* 2xX: Success - The action was successfully received, understood,
and accepted

* 3xx: Redirection - Further action nmust be taken in order to
conpl ete the request

* 4xx: Cient Error - The request contains bad syntax or cannot be
fulfilled

* Bxx: Server Error - The server failed to fulfill an apparently
val id request

The individual values of the nuneric status codes defined for

RTSP/ 1.0, and an exanple set of correspondi ng Reason-Phrase’s, are
presented bel ow. The reason phrases listed here are only recomended
- they may be replaced by local equivalents wthout affecting the
protocol. Note that RTSP adopts nost HTTP/ 1.1 [2] status codes and
adds RTSP-specific status codes starting at x50 to avoid conflicts
with newy defined HTTP status codes.
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St at us- Code

Schul zri nne,

et.

al .

Real

"100"
"200"
"201"
"250"
" 300"
"301"
"302"
" 303"
"304"
" 305"
" 400"
"401"
"402"
" 403"
"404"
" 405"
"406"
"407"
" 408"
"410"
"411"
"412"
"413"
"414"
"415"
"451"
"452"
"453"
" 454"
" 455"
" 456"
" 457"
" 458"
" 459"
" 460"
"461"
"462"
" 500"
"501"
"502"
"503"
"504"
" 505"
" 551"

ext ensi on- cod

Ti me Streamn ng Protocol Apri

St andards Track

Cont i nue

X

Creat ed

Low on Storage Space
Mul ti pl e Choi ces

Moved Pernmanently

Moved Tenporarily

See Ot her

Not Mbdifi ed

Use Proxy

Bad Request

Unaut hori zed

Paynent Required
For bi dden

Not Found

Met hod Not Al | owed

Not Acceptabl e

Proxy Aut hentication Required
Request Ti me- out

Gone

Length Required
Precondition Failed
Request Entity Too Large
Request - URI Too Large
Unsupported Medi a Type
Par anet er Not Under st ood
Conf erence Not Found

Not Enough Bandwi dt h
Session Not Found

Method Not Valid in This State

1998

Header Field Not Valid for Resource

I nvalid Range

Paraneter |s Read-Only
Aggregat e operation not all owed
Only aggregate operation all owed
Unsupported transport

Desti nati on unreachabl e
Internal Server Error

Not | npl enent ed

Bad Gat eway

Servi ce Unavail abl e

Gat eway Ti me-out

RTSP Versi on not supported
Option not supported

e
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ext ensi on-code = 3DDAT
Reason- Phrase = *<TEXT, excluding CR LF>

RTSP status codes are extensible. RTSP applications are not required
to understand the nmeaning of all registered status codes, though such
understandi ng i s obviously desirable. However, applications MJST
understand the class of any status code, as indicated by the first
digit, and treat any unrecogni zed response as being equivalent to the
x00 status code of that class, with the exception that an

unr ecogni zed response MJST NOT be cached. For exanple, if an
unrecogni zed status code of 431 is received by the client, it can
safely assunme that there was sonething wong with its request and
treat the response as if it had received a 400 status code. |In such
cases, user agents SHOULD present to the user the entity returned
with the response, since that entity is likely to include human-
readabl e informati on which will explain the unusual status.

Code reason

100 Conti nue al

200 (0 al |

201 Creat ed RECORD
250 Low on Storage Space RECORD
300 Mul tipl e Choices al

301 Moved Permanently al

302 Moved Tenporarily al |

303 See O her al |

305 Use Proxy al
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400 Bad Request al |
401 Unaut hori zed al |
402 Paynent Required al |
403 For bi dden al
404 Not Found al
405 Met hod Not All owed al
406 Not Acceptabl e al
407 Proxy Aut hentication Required al |
408 Request Ti meout al |
410 Gone al
411 Length Required al
412 Precondi tion Failed DESCRI BE, SETUP
413 Request Entity Too Large al |
414 Request - URI Too Long al |
415 Unsupported Media Type al |
451 I nvalid paraneter SETUP
452 Il egal Conference ldentifier SETUP
453 Not Enough Bandwi dth SETUP
454 Sessi on Not Found al |
455 Met hod Not Valid In This State al |
456 Header Field Not Valid al
457 I nvalid Range PLAY
458 Paraneter Is Read-Only SET_PARAMETER
459 Aggregate Qperation Not Allowed all
460 Only Aggregate Qperation Al owed al
461 Unsupported Transport al |
462 Desti nati on Unreachabl e al |
500 Internal Server Error al
501 Not | npl enent ed al
502 Bad Gat eway al |
503 Servi ce Unavail abl e al |
504 Gat eway Ti meout al
505 RTSP Versi on Not Supported al
551 Option not support al

Table 1: Status codes and their usage with RTSP net hods
7.1.2 Response Header Fields

The response-header fields allow the request recipient to pass
additional information about the response which cannot be placed in
the Status-Line. These header fields give information about the
server and about further access to the resource identified by the
Request - URI .
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response- header = Locati on ; Section 12.25
| Proxy- Aut henti cate ; Section 12.26
| Publ i c ; Section 12.28
| Retry-After ; Section 12.31
| Server ; Section 12. 36
| Vary ; Section 12.42
| WAV Aut henti cat e ; Section 12.44

Response- header field nanes can be extended reliably only in
conmbination with a change in the protocol version. However, new or
experinental header fields MAY be given the semantics of response-
he