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	ssxphysical 2.02 revised for tilde's in Project and files names (thanks to Joerg Seidel).

	9/21/2004
	Dave Goodall
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rnanlog

	Purpose
	The Microsoft 'analyze' database repair tool writes an 'analyze.log' file in the backup directory.
This small utility enables you to automatically preserve 'analyze' logs.

It renames the 'analyze.log' to 'analyze_date.log'. You can specify the date format you want.

A useful place to use it is in the nightly batch file, immediately after the 'analyze' step.

	How It Works
	As rename except that you can specify a different destination path and file name.
The source and target files must be on the same drive.
It is much faster than copying since the file's data is not physically moved.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	rnanalog [drive:][path]filename1.ext [drive:][path]filename2_DATESTRING.ext 

DATESTRING is composed of three date specifiers : dd, mm OR mmm, yy OR ccyy 

The date specifiers may be arranged in any order as long as they are contiguous.
For example : ddmmyy OR mmddyy OR ccyymmdd OR yymmdd OR mmmddyy 

Filename2 can be different from filename1 if you want.

Arguments containing spaces should be quoted.

You can be 'in' any directory on the disk (except the target) when you execute the command.

If only filename1 and filename2 are specified then the rename will occur in the current directory.


	Outputs
	#1 : Move 'analyze.log' from the h: drive ..\data\backup directory which is left empty.
As the target path is not specified, the current directory (j:\) is assumed.
The log now appears in the root of the J: drive as 'analyze_20041229.log.
J:\>"h:\program files\microsoft visual studio\common\vss\utilities\rnanalog"

       "h:\program files\microsoft visual studio\common\vss\data\backup\analyze.log"

       analyze_ccyymmdd.log

#2 : Rename 'analyze.log --> analyze_041229.log in place in the h: drive ..\data\backup directory.
"h:\program files\microsoft visual studio\common\vss\utilities\rnanalog"

"h:\program files\microsoft visual studio\common\vss\data\backup\analyze.log"

"h:\program files\microsoft visual studio\common\vss\data\backup\analyze_yymmdd.log"


#3 : Rename 'analyze.log --> analyze_041229.log in place in the h: drive ..\data\backup directory.
cd "h:\program files\microsoft visual studio\common\vss\data\backup"

"h:\program files\microsoft visual studio\common\vss\utilities\rnanalog"

"analyze.log" "analyze_ccyymmdd.log"


#4 : Move 'analyze.log' from the h: drive ..\data\backup directory which is left empty. The log now appears in the the h:\archived directory as 'analyze_20041229.log.
h:

cd "h:\program files\microsoft visual studio\common\vss\data\backup"

"h:\program files\microsoft visual studio\common\vss\utilities\rnanalog"

"analyze.log" "h:\archive\analyze_ccyymmdd.log"

cd "h:\archive"



	Returns

ErrorLevel
	0 success

1 invalid parameters

2 rename failed : file not found, in the source, in the target, target directory exists.

3 invalid date specifier(s)



	Action
	rnanalog can be run stand-alone but you would normally set it up to run under a batch file.

	
	

	Installation
	Copy the program into a 'Utilities' directory under x:\Program Files\Microsoft Visual Studio\common\vss. The program is stand-alone and requires no configuration or support.


ssaudit

	Purpose
	The first essential tool for a SourceSafe administrator is a batch file that can be scheduled to run overnight and run analysis tools on the health of the database.

	New
	Version 1.5 has been changed to use the extended ssxphysical tool which includes byte counts and shared file identification.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssaudit.bat [Path to vss directory]



	Outputs
	Analyze.bad and analyze.log files are emailed to you.

physical.mon thru sun files mapping physical abcdaaaa to logical $/Project/... file names.

physical.tot running project and file counts each day.

ssutility.log



	Action
	Ssaudit can be run stand-alone but you should normally set up to run it under a scheduler.

	Installation
	Copy the program into a 'Utilities' directory under x:\Program Files\Microsoft Visual Studio\common\vss.

Install a commercial Scheduler to run it. The 'at' schedule service DOES NOT WORK!.

To support emails to the designated engineer, install wMailTo.exe with wMessage.txt in the Utilities directory. Place wMailTo.ini in the WINNT directory.

Program dirsize must be in the Utilities directory. This is used to monitor the size of the temp directory.




ssphysical
	Purpose
	ssphysical is replaced by ssxphysical which is simpler to use and provides enhanced reporting capabilities.
This page has been left as a reference for users who have not yet downloaded the latest sstools.zip distribution and upgraded to the new tool.
Microsoft's ss physical command-line command generates a list of active projects or files for all or selected projects in the database, showing the physical log file names for each project or file.

The format of this report is a mess.

Ssphysical produces a easy to read list, with one line per project or file, the type of the file identified, and the project/file path fully expanded. The information is in columns so it can easily be sorted.

You can request an additional list of just projects only with file counts for each project.

Ssphysical appends a date-time stamped record with active project and file counts to a 'physical.tot' file which is useful for tracking database growth.



	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	First execute the native Microsoft command line command to generate physical.txt:

ss physical $/ -r -ophysical.txt -i-

Then the ssphysical tool:

ssphysical V1.7 syntax:

ssphysical   (--- No parameters required---)




ssphysical (cont)

	Outputs
	ssphysical.Sat sample:

SourceSafe Physical to Logical file name concordance   Sat Mar 03 11:32:17 2001

T Physical   Logical Name

P  aaaaaaaa   $/

P  AGFJAAAA   $/Access/Docs/amp.txt

P  XQLJAAAA   $/Bajor

etc

P  WPJKAAAA   $/Test

F  MBMKAAAA   $/Test/alpha.txt

P  ACMKAAAA   $/Test/Project3

P  QBMKAAAA   $/Zeta

Files:    12340  Projects:     3020   Total:     15360

[End Report]

Physical.tot sample:

Thu Mar 01 01:30:00 2001 Files:  12011  Projects:    2945   Total:    14956

Fri Mar 02 01:30:00 2001 Files:  12246  Projects:    2972   Total:    15218

Sat Mar 03 01:30:00 2001 Files:  12340  Projects:    3020   Total:    15360



	Action
	Ssphysical can be run stand-alone but you should normally set up to run it under the nightly audit.bat file,


	Installation
	Copy the program into the directory where you want to run it. The path environment variable should include a path to the ...vss\win32 directory.



ssxphysical
	Purpose
	This tool replaces the Microsoft 'ss physical' command line command.

It generates a neatly formatted concordance between physical and logical file names.
The list is in logical project name sequence.

Summary Active (and optionally Deleted) totals are appended to a 'physical.tot' file>br />so you can track the overall growth of the database.

ssxphysical is an extended version of ssphysical which it replaces.
If you are using ssphysical now, you should upgrade - see the Installation section below.

The differences are that :
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ssxphysical runs directly against the specified SourceSafe database.
It is no longer necessary to run the SourceSafe 'ss physical $/ -r –

ophysical.txt' command first to generate a physical.txt input file.
[image: image2.png]



The size in bytes is now listed for each Project and file, and totalled.
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A new column indicates if a file is shared.
An 'S' indicates the primary shared file, with a size associated with it.
An 's' indicates a secondary shared file.
The file size for secondary shared files is always zero as they are accounted for by the primary 'S' entry.
[image: image4.png]



A new column indicates if a project or file is deleted, either directly or because it is in a Project that has been deleted.


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssxphysical v2.05
Syntax :

ssxphysical PathToVssDataDirectory -D

The PathToVssDataDirectory parameter is mandatory.

The -D parameter is optional.

If not supplied, only Active Projects and Files are listed.

If supplied Deleted Projects and Files are also listed.

Example

ssxphysical j:\test\databases\minibase\data




ssxphysical (cont)

	Outputs
	#1 : physical.ddd (mon...sun)
ssxphysical v2.05    Projects and Files for database j:\test\databases\minibase\data  Tue Sep 28 10:37:05 2004

T SD  Physical Size-Bytes  Logical Name

P     aaaaaaaa       3492  $

P     DAAAAAAA       4453  $/New

F     GAAAAAAA       7765  $/New/readme.txt

F  D  HAAAAAAA      48641  $/New/ssxphysical.exe

F S   BAAAAAAA       2031  $/New/test.50

F  D  IAAAAAAA       4603  $/New/xphysical_day_gen.bat

P  D  EAAAAAAA       1313  $/New/new01

P  d  FAAAAAAA        837  $/New/new01/new02

P     CAAAAAAA       2677  $/Test

F  D  KAAAAAAA       9729  $/Test/r32_ssx.reg

F     JAAAAAAA       2762  $/Test/ssx.reg

F s   BAAAAAAA          0  $/Test/test.50

P     LAAAAAAA       3217  $/TildeFileName

F     OAAAAAAA      20681  $/TildeFileName/~APS7

F     MAAAAAAA       5141  $/TildeFileName/~DF3692.tmp

F     NAAAAAAA       1549  $/TildeFileName/a~bc.txt

F     PAAAAAAA       1545  $/TildeFileName/abcd~2.txt

F     QAAAAAAA       1543  $/TildeFileName/abcde~1.txt

P=Project

F=File

  S=Primary shared file

  s=Secondary shared file

   D=Primary deleted project or file (VSS Explorer Property | Deleted Items   tab)

   d=Secondary deleted (project or file within a primary deleted project).

----------------------------------------------------------------------------

Date     : Tue Sep 28 10:37:05 2004

Database : j:\test\databases\minibase\data
Summary | Files Projects Total | Files-Bytes Projects-Bytes    Total-Bytes

Active  |     8        4    12 |       43017          13839          56856

Deleted |     3        2     5 |       62973           2150          65123

Total   |    11        6    17 |      105990          15989         121979

Shared files are included ONCE only in the Summary number and byte totals.

#2 : physical.tot
Date-Time : Tue Sep 28 10:37:05 2004 
Summary | Files Projects Total | Files-Bytes Projects-Bytes    Total-Bytes

Active  |     8        4    12 |       43017          13839          56856

Deleted |     3        2     5 |       62973           2150          65123

Total   |    11        6    17 |      105990          15989         121979

Database : j:\test\databases\minibase\data


	Info
	ssxphysical may be run directly from the dos prompt.

More usually it will be run nightly by 'xphysical_day_gen.bat' which is called from 'audit.bat'.



ssxphysical (cont)

	Installation
	The program is stand-alone and requires no configuration or support.

User's upgrading from tbe older 'ssphysical' tool should : 
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Backup the old ssaudit.bat
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Download the latest sstools.zip and unpack into Utilities : ssaudit.bat, xphysical_gen_day.bat, ssxphysical.exe



	Credits
	Thanks to Joerg Seidel who pointed out that project or file names with an embedded tilde were listed only up to the tilde.

From version 2.02 and up project-file names with embedded tilde character are listed in full.

I recommend SourceSafe administrators not to allow tilde characters in project names, something which is completely discretionary.
File names with embedded tildes are also something to avoid - they may be names truncated to the DOS 8.3 format.
I recommend you to change them over to long names if possible.



sssecurity
	Purpose
	This simple utility enables or disables SourceSafe security. It is designed to be used in the ssrepair batch file.


	How it Works
	Byte 13 in the rights.dat file is set to : 0x01 = Security ON. 0x00 = Security OFF

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	sssecurity [STATUS|ENABLE|DISABLE] [PathToVssData]



	Example
	sssecurity STATUS "c:\program files\microsoft visual studio\common\vss\data"


	Returns ErrorLevel
	0 = Success

1 = Rights.dat file not found

2 = Position in Rights file failed

3 = Invalid argument

4 = File flag invalid: not 0 or 1

5 = flag read failed

6 = flag write back failed



	Installation
	Copy the program into the directory where the batch file using it will run.


freedrive
	Purpose
	This very simple utility is designed for use in batch files to monitor disc space used.
A threshold can be specified. The utility returns an exit code that can be tested in a batch file.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	freedrive 1.4 syntax

freedrive X [G/M/K/B]  {FreeThresholdLimit}

         :  : : : :    :

         :  : : : :    :..In the specified units

         :  : : : :.. Bytes

         :  : : :.. KiloBytes (Kb)

         :  : :.. Megabytes (Mb)

         :  :.. Gigabytes (Gb)

         :.. Drive letter

         Drive and unit parameters are required.

         Lower or upper case acceptable.

         Threshold limit is optional.

For example :

freedrive D m 200



	Outputs
	Freedrive V1.3  Drive D: Free: 959 Mb   Used : 874 Mb   Capacity : 1833 Mb

Freedrive V1.3  Drive D: Free space is above the : 200 Mb safety threshold.



	Returns Errorlevel
	0  Free space is greater than the threshold limit supplied.

1  Free space is less than the threhold limit supplied.

2  Parameter syntax error.

3  Unable to switch to drive requested.

4  GetFreeDiskSpaceEx function failure.



	Installation
	Copy the program to the directory where the batch file using it will run.

	Testing
	To test the exit code in your batch file insert this code:

rem : Run freedrive

freedrive D m 200

rem Report exit return from freedrive

echo off

FOR %%E IN (0,1,2) DO IF ERRORLEVEL %%E00 SET ERLVL=%%E

IF "%ERLVL%"=="0" SET ERLVL=

SET RANGE=0,1,2,3,4,5,6,7,8,9

IF "%ERLVL%"=="2" SET RANGE=0,1,2,3,4,5

FOR %%E IN (%RANGE%) DO IF ERRORLEVEL %ERLVL%%%E0 SET ERLVL=%ERLVL%%%E

IF "%ERLVL%"=="0" SET ERLVL=

IF NOT "%ERLVL%"=="25" SET RANGE=0,1,2,3,4,5,6,7,8,9

FOR %%E IN (%RANGE%) DO IF ERRORLEVEL %ERLVL%%%E SET ERLVL=%ERLVL%%%E

SET RANGE=

if ERRORLEVEL 0 if not ERRORLEVEL 1 goto Next

net send me mybatch.bat : freedrive exit code = %ERLVL%.

goto Exit

:Next

rem continue

:Exit




ssrepair
	Purpose
	To prevent SourceSafe database corruption it is essential that no-one is logged onto SourceSafe when the 'Analyze' utility is running in one of it's repair modes.

This script forcibly terminates any open user sessions before running 'Analyze' and restores user access to the database after 'Analyze' has completed.

The script can be set up to run batch file genstats.bat to obtain database control counts before and after the 'Analyze' run.

It also reports database files open before the start of the repair.


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	First check ssrights.txt to ensure that the user running this file has destroy rights. If the user does not have destroy rights analyze -d will not complain but will not delete anything either.

Execute the batch file from the Program Files\Microsoft Visual Studio\Common\Vss\utilities directory



	Outputs
	ssutility.log

reports from genstats.bat

ss_openfiles.txt


	Info
	ssrepair.bat is normally run direct from the console, but can also be set up to run it under the nightly audit.bat file



	Installation
	Copy the program into the 'Utilities' directory. The genstats.bat script must also be present.


sscheck
	Purpose
	Check the output from ssdir against the output from ssphysical and report differences.

If you have rights to the entire tree the results should be identical...Want to bet?



	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	sscheck ssdirOutputFile ssphysicalOutputFile

Example

sscheck ssdir.txt physical.Fri



	Outputs
	Check SourceSafe counts    Sat Mar 17 14:00:22 2001

  -- File Counts --   Project

   ssdir   physical

      33*        33*  $/Test/Project1

      12         12   $/Test/Project2

      45         45   Totals

The '*' symbol following the count indicates that the project was found in the dir or physical list.

It is possible for both file counts to be zero. The * then indicates which command located the project.


	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


ssgendel
	Purpose
	A simple utility to generate a batch file to delete a list projects or files from the database

The input parameter file must contain fully qualified Sourcesafe project or file names, one per line, for example: $/Test/Project1.

IMPORTANT! Before running this tool, to avoid unexpected results, you MUST reverse sort the input file to ensure that children list before their parents!
To prevent accidental execution of the output file it is written with extension '.bar'. You should only rename it to '.bat' after you have inspected and verified the contents!


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssgendel {ParmFileName]



	Outputs
	ssdel.bar

	Info
	Normally run direct from the console in the Utilities directory, but can also be set up to run it under the nightly audit.bat file


	Installation
	Copy the program into the 'Utilities' directory.



ssdelist
	Purpose
	List files in the SourceSafe database that have been deleted but not yet purged i.e. are taking up space in the database.

The list can be used to get final confirmation from the users before the irrevocable step of running purge.bat to physically compress the database.

To assure valid results, ssrights should be run first, and any necessary rights added to ensure that you have rights to every project.


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssdelist

If you want to change the default SourceSafe database processed by the tool, then before running ssdelist, you need to tell VSS where to find the SRCSAFE.INI file for the alternate database by typing the following at the MS-DOS prompt:

set ssdir=\\server\share\vss

Where \\server\share\vss is the folder where the srcsafe.ini file is located.

Warning! Don't put a space between the equal sign and the location of the VSS server installation!
The following will not work:

set ssdir= \\server\share\vss.

This will work e.g :

set ssdir=J:\test\60ZDSSite

After running the utility remember to : 

'set ssdir=' and press the enter key
to clear the environment variable, and restore access to the normal 'SRCSAFE.INI' database.


ssdelist (cont)

	Outputs
	ssdelist.txt

  SourceSafe Projects and Files deleted but not purged       Sat Mar 17 14:00:22 2001

  Project or Project+File Name

  P  $/bite

  F  $/Change Requests/Electric/Test Cases/ELEC CSM 5.1.9.xls

  Total Files : nnnnnn     Total Projects : nnnnnn



	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


sspurge

	Purpose
	Projects and files marked as deleted in the SourceSafe database no longer show up in the Sourcesafe explorer tree, but still take up physical space in the database.

This small helper utility can be run periodically to generate a batch file to purge and free up physical space for deleted files.

It takes as input the 'ssdelist.txt' file generated by ssdelist, which should be run first.

To prevent accidental execution of the output file it is written with extension '.bar'. You should only rename it to '.bat' after you have inspected and verified the contents!



	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	Either manually run
ss cp $/{ProjectPath}

ss dir -D -R > ssdelist.txt

Or run

ssdelist

Then run

sspurge ssdelist.txt



	Outputs
	purge.bar. Sample content:

ss purge "$/Test/Project1/date.java" -I- -opurge.log

ss purge "$/Test/Project1/time.java" -I- -opurge.log




	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.




ssnpl

	Purpose
	If you know any one of a SourceSafe file's number, physical, or logical path, this tool will show you the other two even if the file or project has been individually deleted or is logically deleted because one or more of it's parent projects have been deleted.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	File number (hex)     : ssnpl 0x309f1020ff     PathToVssDataDirectory

            (decimal) : ssnpl 208827064575     PathToVssDataDirectory

Physical File Name    : ssnpl zzzzzzzz         PathToVssDataDirectory

Logical File Name     : ssnpl $/roo/foo.bar    PathToVssDataDirectory

if spaces in file name: ssnpl "$/Test One Two" PathToVssDataDirectory



	Outputs
	
Number 
ssnpl 0x2c7f2 s:\vss\data

Physical=[ypjkaaaa]

Number Decimal=[182258] Hex=[2c7f2]

Logical=[$/Test/Project1/date.java]


Physical 
ssnpl ypjkaaaa s:\vss\data

Physical=[ypjkaaaa]

Number Decimal=[182258] Hex=[2c7f2]

Logical=[$/Test/Project1/date.java]


Logical 

ssnpl $/Test/Project1/date.java s:\vss\data

AAAAAAAA  $

  :..WPJKAAAA  Test

     :..XPJKAAAA  Project1  [Deleted]

        :..YPJKAAAA  date.java  [Deleted]

Physical=[YPJKAAAA]

Number Decimal=[182258] Hex=[2c7f2]

Logical=[$/Test/Project1/date.java]

Info : Project1 is marked as deleted thus logically deleting any childen it has.

In this case date.java has not only been specifically deleted, but is logically deleted as well.


 


ssnpl (cont)

	Exploring
	If you are not sure of the complete path, you can explore down the tree by entering a logical path with a terminating 'foo' or somesuch. The tool will then show you the children of the last valid project, and you can use this information to refine the next query.

ssnpl $/Test/Project1/foo s:\vss\data
AAAAAAAA  $

  :..WPJKAAAA  Test

     :..XPJKAAAA  Project1  [Deleted]

ERROR : foo is not a child of Project1.

Check input path spelling.

Project children are:

VGKKAAAA           access.java

YPJKAAAA [Deleted] date.java

ISLKAAAA           Project2

WGKKAAAA [Deleted] time.java



	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


ssco
	Purpose
	The program is useful for cleanup when users leave with files left checked out and for chasing up anti-social users who have had files checked out for ever.

The program lists all files currently checked out, and who has them checked out. Files checked out to users who are not in the user table are highlighted. A summary is printed of these users.


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssco [Path_To_Vss_Data]

	Outputs
	#1 This report is displayed and written to ssco.txt :
ssco v1.4 SourceSafe Checked Out Files list   Wed Dec 29 12:00:25 2004


[N] indicates user is not in the current user list

[N] User Logon   Date     Project/File Name


    Jembry       9/11/00  $/Admin/PR/printmedia/080200.doc

[N] Achase       1/05/00  $/Engineering/Drafts/kth_proposal.dsc

[N] Achase       1/11/00  $/Engineering/Specs/Formats/logic.xls

    Sjones       3/20/00  $/Production/MultiSlide/Job484_settings.cad

    Sjones       3/20/00  $/Production/Multislide/Job865.ce

[N] Stolbert     4/07/99  $/Reports/Plans/Daily/040499.doc

    Sjones       6/08/00  $/Reports/Production/042000_tracking.doc

    Hkutznitov   3/01/00  $/Stats/Projects/Operations.xls


Users not in the user list with files checked out!

[N] Achase                      2

[N] Stolbert  
#2 The program also writes a batch file unco.bat.

ss undocheckout "$/Engineering/Drafts/kth_proposal.dsc" -YAchase,temp

ss undocheckout "$/Engineering/Specs/Formats/logic.xls" -YAchase,temp

ss undocheckout "$/Reports/Plans/Daily/040499.doc"      -YStolbert,temp
To use it, use the ssadmin tool to (temporarily) reinstate the user account, set the password to 'temp', and give the user rights to the directories.

Check the batch file before running it. File names in it are limited to 20 characters and may be truncated, requiring hand editing.
 


Continued …

Ssco (continued)

	Notes
	If no checked out files are found versions 1.4 and up of ssco now display this message: 
'No checked out files were found.

 This could be the case if the database has had no activity.

 It could also be the case that :

 - Data_Path in srcsafe.ini in the SourceSafe installation ..vss\data tree

   does not point to the sourcesafe database :

   e.g Data_Path = j:\test\databases\minibase\data

 OR

 - You are running InterDev and Data_Path in the SrcSafe.ini in the

   Web Server does not point to the SourceSafe database’


	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


sstemp
	Purpose
	This program allows the SourceSafe Administrator to identify users who have created files in the SourceSafe server's \temp directory so that they can be hunted down and made to set their client's to use local and not server temporary space.

Obsolete ..\Vss\user\{logonid} directories belonging to users who have left are also identified so you can delete them.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	sstemp {PathToVssServerApplicationDirectory}


Example :
sstemp "c:\Program Files\DevStudio\Vss"



	Outputs
	sstemp.log. 
Sample content:

lgone User deleted.  The ...\Vss\Users\lgone directory can be removed.

thog  Uses server temp space.



	Action
	SourceSafe keeps user information in ...\user\logonid\ss.ini files in the server application tree. For example: 
C:\Program Files\DevStudio\Vss\users\

  :..admin

  :..deleted

  :..thog

  :..zabrinski

When you use 'ssadmin' to delete a user , SourceSafe does not remove the matching user sub-directory. You can use this list to clean them up.

Users (ab)using the server for temp wash space can be sent an email along the following lines:

In the SourceSafe Explorer client select Tools|Options... then the [General] tab and look at the field labelled "Folder for temporary files". If this points to the VSS server, replace the entry with a path to a LOCAL folder that exists (for example C:\TEMP).

VSS performs much better when you set your client so that temporary files are kept on the your local hard disk and not on the VSS server. Your client will run up to 10 times faster on merges.



	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


ssusage
	Purpose
	This tool analyzes the SourceSafe transaction log.

For the twelve months starting from and including the specified month, the program totals the number of accesses made by each user in each month, and in total for the year.

The analysis highlights the range of users from power users, light users, to inactive users.

SourceSafe Version 6.0 is priced on a named user basis, so this is valuable information when assessing the number of licenses required.

The report can be imported into Excel as a fixed field length text file for sorting and presentation.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssusage -Ummccyy PathToVssDataDirectory PathToTransactionLogDirectory

        :

        :.. Start month and Year for analysis

Example:
ssusage -U012000 s:\vss\data "e:\program files\devstudio\vss"



	Outputs
	System Usage by User : The report is ouput to ssusage.txt

ssusage v1.5   SourceSafe Usage Analysis   Thu Mar 11 22:03:21 2001

For the period starting : Feb 2000

This analysis counts Checkins, File additions, deletions, purges etc.

USER LOGIN ID        TOTAL : Feb-00  Mar-00  Apr-00  ….  Dec-00  Jan-01

Admin                    0 :      0       0       0  ….       0       0

GVadja                  11 :      0       0       0  ….       0       0       

Zandara                  9 :      0       0       0  ….       0       0       

Total Active Users      20 :      0       0       0  ….       0       0

Bbye                     2 :      0       0       2  ….       0       0

Lgone                    9 :      0       0       3  ….       0       0       
Total Unlisted Users    11 :      0       0       5  ….       0       0

Total All Users         31 :      0       0       5  ….       0       0

Active Users:    3

All Users   :    2
Users prefixed [N] are not listed in the current um.dat file but accessed the system during the period.

	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.

	Credits
	Thanks to Kenneth Sloan of Intergraph.com who reported a bug where the start month requested was less than the calendar month.
This has been fixed in version 1.5.


ssdir

	Purpose
	Over time obsolete stuff piles up. It becomes hard to see the forest from the trees. Analysis and repair run times also increase.

You'll find cleanup much easier if you can go to your users with a SourceSafe project list showing the number of accesses month-by-month for the last year, and get them to mark up what's deletable and what they really need to keep.

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssdir SourceSafeProjectPath {PathToSourcesafeTransactionLog} {E}


Example:


ssdir "$/Test Project" "C:\Program Files\DevStudio\Vss\Utilities" E

The optional 'E' parameter causes indirect accesses to a project to share files from it to be excluded from the access counts.

	Outputs
	ssdir.txt. Sample content:

Fri Jan 12 16:50:47 2001

Analysis of SourceSafe Project tree : $/Test


For valid results you must have full access rights to this tree.

Included in count of projects used in last 12 months:

- Checkins, Adds, Deletes, and Destroy operations.

  Excluded from count of projects used in last 12 months:

- Read-only Get's.

  This is a SourceSafe 5.0 limitation.

  SourceSafe 5 cannot log 'get's to the transaction log.
- Indirect accesses to a project to share files from it.


File Last 12 Months  Project

Count Project Access


   2 [            ]    $/Test

   0 [            ]    :..$/Test/Project1

  31 [      A     ]    :  :..$/Test/Project1/Docs

   1 [            ]    :     :..$/Test/Project1/Docs/2000

   0 [            ]    :..$/Test/Project2

   4 [      A    J]    :  :..$/Test/Project2/Docs

   3 [            ]    :  :  :..$/Test/Project2/Docs/2001

   4 [       SON  ]    :  :..$/Test/Project2/Statistics


45 Files             8 Projects  Sat Jan 14 18:50:47 2001

If you omit the transaction log parameter, then the program outputs a non-indented directory listing: 

File  Project

Count


   2  $/Test

   0  $/Test/Project1

  31  $/Test/Project1/Docs

   1  $/Test/Project1/Docs/2000

   0  $/Test/Project2

   4  $/Test/Project2/Docs

   3  $/Test/Project2/Docs/2001

   4  $/Test/Project2/Statistics


45 Files             8 Projects  Sat Jan 14 18:55:32 2001

This listing can be useful as a basis for editing ad-hoc batch files. Sorted by project count it can also be useful in identifying empty directories that are not simply holding directories.

	Action
	Once you have obsolete projects identified you have several options : move to an 'obsolete' section in the current database, delete, archive, or split out to a separate database.
How often you need to do this will depend on your rate of growth but a yearly review might be a good start.

	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


ssusers

	Purpose
	The ssusers tool will print out a list of rights for all users, something ssadmin cannot do. If you have to delete the rights file, Analyze will re-create an empty rights file, but you must re-enter all user rights by hand. For this an all user rights list is essential!

The ssusers tool highlights rights granted to projects that have been deleted or purged, something you need to know to maintain a clean set of user rights.

When you delete or purge projects, SourceSafe does NOT search the rights.dat file for users who have been granted rights to those projects, and remove those rights.

The only indication that ssadmin gives that a user has obsolete rights is the display of the obscure message 'Unable to open xxxxxxxx' on exit from the User Rights dialog.

Even more annoying is that ssadmin then discards any changes you may have made! In order to make any changes to such a user's rights it is first necessary to delete any obsolete rights, not an easy task as the user rights dialog does not highlight them!

The ssusers tool lists all users with destroy rights. Granting destroy rights is sometimes necessary to move or remove files but it's good practice to remove destroy rights as soon as you're done with them! The only way using ssadmin to check on who has destroy rights is to open and scroll through the user rights dialog for every user!

	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssusers PathToVssDataDirectory
Example:
ssusers s:\vss\data



	Outputs
	List All User Rights
     Read-Only   User  Status     Projects

     Rights  Physical

024             Pmara

     R C A   aaaaaaaa             $/

     R       pqtbaaaa             $/Test/Projects/Lead

     R C A   fjbfaaaa  Purged     $/Cost/Estimates (Estimates is not a child of Cost$.)

     R C A   rsbfaaaa  Deleted    $/Database/BOM/Specs  (BOM is marked as deleted)

     None    wklkaaaa             $/Contracts

     R C A   wytuaaaa  ERROR      Unable to open s:\vss\data\w\wytuaaaa

     R       pkdwaaaa             $/Design/Documents

User Count = 112

Users with rights problems= 2

List of Users With Destroy Rights
     Read-Only   User  Status     Projects

     Rights  Physical

003             Admin

    R C A D aaaaaaaa             $/

    R C A D bcraaaaa  Purged     $/Cost/Estimates

    R C A D kwoaaaaa  Deleted    $/Data/Old/2000 (Old is marked as deleted)

    R C A D ljdsaaaa             $/Data/Warehouse

Users with destroy rights = 1

Projects To Which Rights Have Been Granted
Physical  #Users  Status    Project

aaaaaaaa     12              $/

bcraaaaa     40   Purged     $/Cost/Estimates

pqtbaaaa     13              $/Test/Projects/Lead

etc

Number of distinct projects =  3



	Action
	

	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.


ssrights

	Purpose
	For a specified SourceSafe user the tool will list projects that are accessible or inaccessible.

Why would you want to know what rights a user doesn't have?

As an administrator you need to be sure that SourceSafe commands you run will execute without fail against every project in the database. This will not be the case unless you have rights to every project.

For example if you use ss dir to list a project to which you do not have rights it will list the project as containing no files when in fact there are files in the project!

The tool is also useful in resolving differences between the number of projects listed by ssdir and ssphysical.


	SS
	Tested with SourceSafe V5.0 V6.0.

	OS
	Windows NT/2K/XP Command line utility.

	Usage
	ssrights v1.5 syntax {optional}

ssrights $/SourceSafeProjectPath -YUserlogon,Password -R{Y or N}

           {$/SourceSafeProjectPath}  Use forward slashes

 default  -RN List projects for which user does not have access rights

          -RY List projects for which user has access rights

Examples:

complete tree :  ssrights $/ -YFmanchu,sesame

sub tree      :  ssrights "$/Test" -Ydgoodall,sesame -RY



	Outputs
	Analysis of SourceSafe Project Rights                Sun Mar 11 14:56:39 2001

Projects to which dgoodall does NOT have access rights in $/

File   Project

Count

    0  $/Test/Project1/Sub2

    0  $/Test/Project2

dgoodall does not have access rights to 2 out of 14232 projects in the $/ tree



	How it Works
	The program works by running two comand line commands and comparing the results.

ss dir is used to generate a list of projects. A project may really have no files or just appear to have none as the user does not have rights to the project.

ss history is used to identify projects that are not accessible to the user, allowing the tool to figure out which of these possibilities is the case.

The tool is not fast, but it does get the job done.


ssrights (cont)

	Installation
	Copy the program into the directory where you want to run it. It's stand-alone and requires no configuration or support.

	Credits
	Thanks to Simon Ferguson of eps-software.com who noticed that the batch files could halt waiting for user input e.g:

E:\Shared\VSS\Utilities>ss history "$/CIA/admin" -V0 -YPopeye,spinach -ossrights.$$2

Project $ADMIN has been destroyed, and cannot be rebuilt.

Continue anyway?(Y/N)

In version 1.5 the -I switch has been added to the batch files to remove the need for users to have to hit Y to continue.
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